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Requirements

The Security for Information Technology policy requires employees and affiliates to comply with the following requirements:

- Minimum Security Requirements
- Active Directory requirements
- External DNS Record Requirements
- Network Usage Requirements
- Registrar Requirements
- Role-Based Security Requirements
  - Web Server Owner Requirements
  - System Administrator Requirements

Procedures

Cyber Security uses the following procedures to help protect Berkeley Lab. Use of Laboratory IT may not conflict with or interrupt these procedures.

- Acquisition
- Blocking
- Patch Management (Intranet)
- Critical Patch Enforcement
- Vulnerability Scanning (Intranet)
- Data Center Access Control
- Outdated Computers and Operating Systems
- Other Procedures from RPM 9.02 (in process of being migrated)